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CommVault® Books Online at [http://documentation.commvault.com](http://documentation.commvault.com/) has some recommended filters for anti-virus. Look in the index under Filters->Content, Filters, and Regular expressions. Go to the bottom of that page. Consult with vendor for any other recommended exclusions.

Best Practices

* If each of your Clients is protected, the possibility of an infected file is eliminated and there is no need to run antivirus on the Media Agent. This is the most effective configuration.
* Some antivirus software includes a daily scan. If it is necessary to do this daily scan, coordinate its schedule so as not to conflict with the backup/archive.
* Most antivirus software can be configured for Inbound, Outbound, and Internal Scanning. Most companies have all three enabled – which is usually the default setting. We recommend disabling outbound for Clients while the backup is in progress and inbound while a restore is in progress. If these can’t be disabled fully then disable them via the pre/post process command capability. Again, with antivirus enabled on the client there should be no need for antivirus on the Media Agent.
* Make sure the antivirus software is not treating the backup process as a potential virus itself. Check with the vendor on how to configure this.